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**Abstract**—In this correspondence, we investigate the physical-layer security of a mixed radio frequency/free space optical (RF/FSO) dual-hop communication system for both fixed and variable gain relaying schemes. More specifically, we only assume that the eavesdropping happens at the RF link because the optical link has high security. We assume that all RF channels suffer from $\eta$-$\mu$ fading, while the FSO link experiences $\mathcal{M}$-distributed fading. Then, we derive some analytical results for the average secrecy rate (ASR) and secrecy outage probability (SOP).

**Index Terms**—Average secrecy rate, $\mathcal{M}$-distributed fading, physical-layer security, radio frequency-free space optical, secrecy outage probability, $\eta$-$\mu$ fading.

I. INTRODUCTION

Free space optical (FSO) communication has the advantages of large transmission capacity, high frequency bandwidth, high speed, high security, fast deployment, etc. Compared with the conventional radio frequency (RF) wireless communication, FSO communication has a wide range of applications and attracts more and more attention in recent years [1]-[2].

Recently, a mixed RF/FSO (MRFFSO) cooperative communication system was first proposed in [3]. As discussed in [4], this system can be applied in an uplink scenario where multiple users with RF capability can be multiplexed into a single high-speed FSO link. Regarding motivation behind such a model, detailed description can be found in [4]. Until now, there are many literatures that have analyzed the performance of MRFFSO systems under various channel fading models [3]-[8], for instance, Rayleigh fading/Gamma-Gamma (GG) fading [3], Rayleigh fading/GG fading with pointing errors [4], Rayleigh fading/$\mathcal{M}$-distributed fading [5], $\kappa$-$\mu$ or $\eta$-$\mu$ distributions/GG [6], $\eta$-$\mu$ fading/$\mathcal{M}$-distribution with multiuser diversity [7], and multiuser MRFFSO systems with a decode-and-forward (DF) mode [8].

On the other hand, in RF wireless communication systems, physical layer security which can achieve perfect confidential communications by using the randomness and time-varying nature of the wireless channels has become a powerful tool to improve the security of information transmission [9][10]. By far, the secrecy performance analysis of different RF system structures over various channel models has been extensively analyzed in the literature. However, to the best of the authors' knowledge, there are few works related to the physical-layer security for FSO systems. In [11], the authors considered the physical layer security for a point-to-point FSO network. Recently, a single-input multiple-output (SIMO) MRFFSO system was investigated in [12], where both maximum ratio combining (MRC) and selection combining (RC) were considered. They also considered the security-reliability trade-off. More recently, in [13], the secrecy performance of MRFFSO systems for both fixed and variable-gain relay schemes was studied, where the RF and FSO links were assumed to be subject to Nakagami-m fading and GG fading, respectively.

In this work, similar to the setting in [13], we investigate the physical layer security of a MRFFSO system, where the RF link and the FSO link are subject to $\eta$-$\mu$ fading and $\mathcal{M}$-distribution fading, respectively. In particular, we assume that the eavesdropping only happens at the RF link since the FSO link is very safe. The reason is that optical beams have high directionality. The $\eta$-$\mu$ distribution is able to accurately simulate the small-scale variation of the signals related to non-line-of-sight scenario and includes Hoyt and Nakagami-m fading as special cases [14]. On the other hand, $\mathcal{M}$-distribution is appropriate to the entire range of turbulent conditions and is capable to be easily transformed to the GG and K distributions under certain conditions. Based on such a setup, average secrecy rate (ASR) and secrecy outage probability (SOP) for both fixed gain relaying and variable gain relaying modes are analyzed. Since both RF and FSO links are generalized fading, our results are more general.

II. SYSTEM AND CHANNEL MODELS

Consider a MRFFSO system as shown in Fig. 1, which consists of a RF source (S), a relay (R) with laser transmitter and amplify-and-forward (AF) protocol, a destination (D), and an eavesdropper (E) that can receive signal from the source node. In this work, both fixed gain relaying and variable gain relaying modes are considered. The detailed information transmission procedure is presented as follows.
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A. Channel Models

1) RF Links: In the first time slot, S broadcasts a RF signal to R and E. The electrical signal received by R and E can be expressed as

\[ y_x = g_{S,x} s(t) + n_x, \]  

(1)

where \( x \in \{ R, E \} \), \( s(t) \) is the unit signal transmitted from the source, \( g_{S,x} \) denotes the channel gain from S to x, and \( n_{R,x} \) is the additive white Gaussian noise (AWGN) with zero mean and \( N_0 \) variance.

In (1), \( g_{S,x} \) suffers from the \( \eta-\mu \) fading which can be presented in two formats (format 1 and format 2) [14]. According to [14], format 2 can be obtained by bilinear transformation of format 1 without loss of generality, in our work we consider the format 1. To obtain tractable analysis, we only focus on the integer case of \( \mu \). According to [7], the PDF of the \( \eta-\mu \) distribution for integer \( \mu \) can be expressed as

\[ f_{\gamma_i} (\gamma) = \sum_{i=0}^{\mu_i-1} \frac{\Gamma(\mu_i + l_i) \Gamma(l_i + 1)}{\Gamma(\mu_i) \Gamma(l_i + 1)} h_i^{\mu_i - l_i} H_i^{l_i} \times \left[ (-1)^l e^{-2 \eta_i (h_i - H_i)^2} + (-1)^{\mu_i} e^{-2 \eta_i (h_i + H_i)^2} \right], \]

(2)

where \( i \in 1,3 \) correspond to the S-R and S-E links, respectively. In (2), \( h_i = (2 + \eta_i^{-1} + \eta_i) / 4 \), \( H_i = (\eta_i^{-1} - \eta_i) / 4 \), \( \gamma_i = |g_{S,R}|^2 / N_0 \) and \( \gamma_i = |g_{S,E}|^2 / N_0 \) denote the SNRs of the S-R link and the S-E link, respectively, \( \gamma_i \) denotes the average SNR of \( \gamma_i \), and \( \Gamma(\cdot) \) is the gamma function. In (2), \( \mu_i \) and \( \eta_i \) are the fading parameters with \( \mu_i > 0 \) and \( \eta_i \in (0, \infty) \).

Accordingly, the cumulative distribution function (CDF) of the \( \eta-\mu \) distribution for integer values of \( \mu \) is [15, Eq. (3)]

\[ F_{\gamma_i} (\gamma) = 1 - \frac{1}{\Gamma(\mu_i)} \left( \frac{h_i}{H_i} \right)^{\mu_i} \sum_{n=1}^{\mu_i-1} \frac{h_i^{\mu_i-n} H_i^n}{n!} \times \sum_{l=0}^{n-1} \frac{\Gamma(n + l)}{\Gamma(l + 1)} \frac{1}{l!} \Gamma(\mu_i - l_i) H_i^{l_i} \times \left[ (-1)^l e^{-2 \eta_i (h_i - H_i)^2} + (-1)^{\mu_i} e^{-2 \eta_i (h_i + H_i)^2} \right], \]

(3)

where \( A_{1,1} = 2 \mu_i h_i (\gamma_i - H_i) \), \( A_{1,2} = 2 \mu_i (h_i + H_i) / \gamma_i \), \( a_{1,1,k_i} = (\gamma_i - H_i) / (\gamma_i + H_i) \gamma_i^{k_i} \), and \( a_{1,2,k_i} = (\gamma_i + H_i) / (\gamma_i - H_i) \gamma_i^{k_i} \).

2) FSO Link: In this work, we assume that subcarrier intensity modulation (SIM) scheme is applied at the relay [3].

Then, the received RF signal is converted to an optical signal and forwarded to D. Therefore, the transmitted optical signal at R can be expressed as

\[ S_{opt}(\gamma) = G(1 + \eta' y_R), \]

(4)

where \( G \) is the amplifying gain including both fixed and variable gain modes and \( \eta' \) represents the electrical-to-optical conversion factor. Then, the received optical signal at D can be shown to be given by

\[ y_D = \xi' IG(1 + \eta'(g_{S,R}s(t) + n_R)) + n_D, \]

(5)

where \( \xi' \) is the photovoltaic conversion factor, and \( n_D \) is the AWGN at D with zero mean and \( N_1 \) variance. In (5), \( I \) is the channel coefficient following the \( M \)-distribution fading [16] and [17]. From [16][17], the PDF of \( M \)-distribution is given by

\[ f_{\gamma_2}(\gamma) = A \sum_{b=1}^{\beta} \frac{\gamma^{\beta-1}}{\beta} \frac{\gamma^{\beta-1} + \overline{\gamma}}{(\beta-1)^2} K_{\alpha-b} \left( 2 \sqrt{\frac{\alpha \beta}{\omega^2 + \overline{\gamma}^2}} \right), \]

(6)

where \( \gamma_2 = \xi' \eta' \xi'^2 / N_1 = \gamma_i^2 \) denotes the SNR of the FSO link, \( \gamma_2 \) denotes the average SNR of the FSO link, \( K_{\alpha}(\cdot) \) is the Bessel function of the second kind and order \( v \).[18].

In (6), \( A \) and \( B_b \) are defined as \( A = \omega^2 \frac{\sqrt{\frac{\alpha \beta}{\omega^2 + \overline{\gamma}^2}}}{\omega^2 + \overline{\gamma}^2} \) and \( B_b = \left( \frac{\beta}{\beta - 1} \right) \left( \frac{\gamma + \overline{\gamma}}{\gamma^2} \right)^{\frac{\beta}{\beta - 1}} \), where \( \omega \) is the channel parameter and with \( \alpha > 0 \), \( \omega = \frac{E[u_S^2]}{2h_0(1-1)} \), \( U_S^G \) is a component due to off-axis vortex scatter energy to the receiver, \( \rho \) is a constant with \( \rho \in [0, 1] \), \( \Omega = \Omega + 2 \rho h_0 + 2 \sqrt{2 \rho h_0} \cos(\varphi_A - \varphi_B), \varphi_A \) and \( \varphi_B \) are the deterministic phases of the LOS propagation and the coupled-LOS component, respectively, \( \Omega \) and \( h_0 \) denote the average powers of the LOS term and the total scatter components, respectively, and \( \beta \) is a non-negative integer and denotes the amount of fading.

For notation simplicity, let \( \omega = \frac{\alpha \beta}{\omega^2 + \overline{\gamma}^2} \).

From [18, eq.(9.34.3)],

\[ K_{\alpha-b}(\sqrt{\frac{\gamma + \overline{\gamma}}{\gamma^2}}) = \frac{G_{\alpha-b}^2}{\alpha^2} \]  

(7)

and by using [19, eq.(07.34.21.0084.01)], the CDF of \( \gamma_2 \) is obtained as

\[ F_{\gamma_2}(\gamma) = \frac{\beta}{\beta + 1} \left( \sqrt{\frac{\gamma}{\gamma^2}} \right) \]  

(8)

From (7) and by using [19, eq.(07.34.21.0084.01)], the CDF of \( \gamma_2 \) can be obtained as

\[ F_{\gamma_2}(\gamma) = \frac{\beta}{\beta + 1} \left( \frac{\gamma^{\beta+1}}{\alpha^2} \right) \]  

(9)

B. Channel Statistics

From (5), the resulting SNR at D can be written as

\[ r_D = \frac{\xi' \eta' \xi'^2 |g_{S,R}|^2 N_0}{\xi' \eta' \xi'^2 N_0 + N_1} = \frac{\xi' \eta' \xi'^2}{\xi' \eta' \xi'^2 + \gamma_2} \gamma_2 + \frac{\gamma_2}{\gamma_2 + \gamma_2}. \]

(9)
1) Fixed Gain Relaying: For fixed gain relaying, the amplifying gain \( G \) is a constant regardless of the channel gain \( g_{SR} \). Let \( C = 1/(G^2N_0) \), (9) can be rewritten as

\[
\gamma_{DG}^F = \frac{\gamma_{12}}{\gamma_2 + C}.
\] (10)

The CDF of \( \gamma_{DG}^F \) can be written as

\[
F_{\gamma_{DG}}(\gamma) = \int_0^\infty P\left( \frac{\gamma_{12}}{\gamma_2 + C} < \gamma \right) f_{\gamma_2}(\gamma_2) d\gamma.
\] (11)

From (3), we have

\[
P\left( \frac{\gamma_{12}}{\gamma_2 + C} < \gamma \right) = 1 - \frac{1}{\Gamma(\mu_1)} \left( \frac{h_1}{H_1} \right)^{\frac{1}{\mu_1}} \sum_{k_0 = 0}^{\infty} \sum_{l_1 = 0}^{\infty} \frac{A_1^{l_1} a_{n_1, k_1}}{l_1!} \left[ \frac{\gamma}{1 + \frac{\gamma}{\gamma_2}} \right]^{\gamma_1} \exp\left( -A_{1, n_1} \gamma \right) \left( 1 + \frac{\gamma}{\gamma_2} \right).
\] (12)

Expressing \( \exp(-x) \) in terms of the Meijer’s G-function [19, eq.(01.03.26.0004.01)] and using [19, eq.(07.34.21.0013.01)], we can evaluate the integral in (11) as

\[
F_{\gamma_{DG}}(\gamma) = 1 - \frac{1}{\Gamma(\mu_1)} \left( \frac{h_1}{H_1} \right)^{\frac{1}{\mu_1}} \sum_{k_0 = 0}^{\infty} \sum_{l_0 = 0}^{\infty} \frac{A_1^{l_1} a_{n_1, k_1}}{l_1!} \left[ \gamma \right]^{\gamma_1} \exp\left( -A_{1, n_1} \gamma \right) \left( 1 + \frac{\gamma}{\gamma_2} \right).
\] (13)

where \( \kappa = \frac{\alpha + b}{2}, -\frac{\alpha - b}{2}, -\frac{\alpha + b}{2} \).

2) Variable Gain Relaying: If the relay knows the full channel state information (CSI), the CSI-assisted relaying scheme can be applied at the relay. Then, the variable amplifying gain is chosen as \( G = 1/(|g_{SR}|^2 + N_0) \). Hence, (9) can be rewritten as

\[
\gamma_{DG}^V = \sum_{\gamma_{12}}^{\gamma_2 + C} = \min(\gamma_{12}, \gamma_2).
\] (14)

where \( \min(\gamma_{12}, \gamma_2) \) is the upper bound of \( \frac{\gamma_{12}}{\gamma_2 + C} \).

From (14), the CDF of \( \gamma_{DG}^V \) can be shown to be given by

\[
F_{\gamma_{DG}}^V(\gamma) = F_{\gamma_1}(\gamma) + \frac{1}{\Gamma(\mu_1)} \left( \frac{h_1}{H_1} \right)^{\frac{1}{\mu_1}} \sum_{k_0 = 0}^{\infty} \sum_{l_0 = 0}^{\infty} \frac{A_1^{l_1} a_{n_1, k_1}}{l_1!} \left[ \gamma \right]^{\gamma_1} \exp\left( -A_{1, n_1} \gamma \right) F_{\gamma_2}(\gamma).
\] (15)

III. AVERAGE SECRECY RATE ANALYSIS

From [20][21], we know that the secrecy capacity is \( C = \max_{P_X} I(X;Y) - I(X;Z) \) and only optimal distribution of \( X \) can achieve the secrecy capacity. Thus, many works assume that \( X \) is complex Gaussian distribution and use secrecy rate as the performance metric. Similar to most of the works, we also consider ASR. From [22], the ASR can be written as

\[
G_s^Q = \int_0^\infty F_{\gamma_{DG}}(\gamma) \left( 1 - F_{\gamma_{DG}}(\gamma) \right) d\gamma
\] (16)

A. ASR Analysis for Fixed Gain Relaying

Substituting (3) and (13) into (16) yields

\[
G_s^Q = \frac{1}{\Gamma(\mu_1)} \left( \frac{h_1}{H_1} \right)^{\frac{1}{\mu_1}} \sum_{k_0 = 0}^{\infty} \sum_{l_0 = 0}^{\infty} \frac{A_1^{l_1} a_{n_1, k_1}}{l_1!} \left( \frac{h_3}{H_3} \right)^{\frac{1}{\mu_3}} \sum_{n_3 = 0}^{\infty} \sum_{k_3 = 0}^{\infty} \frac{A_3^{l_3} a_{n_3, k_3}}{l_3!} \left( \frac{\gamma}{1 + \gamma} \right) F_{\gamma_2}(\gamma).
\]

where \( z_1 = l_1 + \frac{a + b}{2} - j, z_2 = \frac{a + b}{2} + l_1 + l_3 - j, \) and \( z_3 = A_{1, n_1} + A_{3, n_3} \).

Using [18, eq. (9.31.5)][19, eq. (07.34.03.0271.01)], and[19, eq.(01.03.26.0004.01)], we obtain \( \gamma_{z_1} \left( 1 + \gamma \right) = G_{1, 1, 1} \left( \frac{1}{\gamma_2} \right) \) and \( \exp(-A_{1, n_1} \gamma) = G_{1, 1, 1} \left( \frac{1}{A_{1, n_1}} \right) \). Then, using integral table [23]

\[
\int_0^\infty G_{C_1, D_1, \alpha, \beta, \gamma, \delta} \left( \frac{\gamma}{a, \gamma} \right) d\gamma = \frac{1}{\Gamma(\mu_3)} \left( \frac{h_3}{H_3} \right)^{\frac{1}{\mu_3}} \sum_{n_3 = 0}^{\infty} \sum_{k_3 = 0}^{\infty} \frac{A_3^{l_3} a_{n_3, k_3}}{l_3!} \left( \frac{\gamma}{1 + \gamma} \right) F_{\gamma_2}(\gamma).
\] (18)

where \( G_{C_1, D_1, \alpha, \beta, \gamma, \delta} \) is the extended generalized bivariate Meijer G-function (EGBMGF) defined in [24]. Similar to (19), we can obtain

\[
I_1 = \frac{1}{A_{1, n_1}} G_{1, 0, 1, 1, 1.5, 0} \left( \frac{1}{z_2}, \frac{1}{A_{1, n_1}}, \frac{\gamma^2}{16\gamma_2} \right),
\] (19)

\[
I_2 = \frac{1}{z_3} G_{1, 1.5, 1, 0, 1.5} \left( \frac{1}{z_2}, \frac{1}{z_3}, \frac{\gamma^2}{16\gamma_2} \right).
\] (20)
B. ASR Analysis for Variable Gain Relaying

Similar to the analysis for Eq. (19), substituting (3) and (15) into (16) and using [24, eq. (2.3.6.9)], we have

\[
\bar{C}^V_s \approx \frac{1}{\Gamma(\mu_1)} \left( \frac{h_1}{H_1} \right)^{\mu_1} \sum_{n_1=1}^{\mu_1} \sum_{k_1=0}^{\mu_1-k_1-1} \sum_{l_1=0}^{1} \frac{A_{n_1}a_{n_1,1}a_{n_1,1,k_1}}{l_1!} \right]
\times \Gamma(l_1+1) \psi(l_1+1, l_1+1; 1, A_{n_1,1}) = \sum_{\beta=1}^{\mu_3} \frac{B_{\beta}A_{\beta}}{8\pi \gamma_2} \left( \frac{-\ln(1+\gamma_2)}{\psi(l_1+1, l_1+1; 1, A_{n_1,1})} \right),
\]

where \(\psi(a, b; c)\) is the confluent hypergeometric function defined in [18, eq. (9.211.4)].

IV. SECRECY OUTAGE PROBABILITY ANALYSIS

SOP is defined as the probability of the instantaneous secrecy rate falls below the target secrecy rate \(R_s\) [13] and is an important performance metric given by

\[
SOP = \Pr\{C_s(\gamma_B^D, \gamma_3) \leq R_s\} = \Pr\{\gamma_B^D \leq \theta \gamma_3 + \theta - 1\}
\]

where \(\theta = e^{R_s}\) and the instantaneous secrecy rate can be written as [25]

\[
C_s(\gamma_B^D, \gamma_3) = \max[\ln(1 + \gamma_B^D), \ln(1 + \gamma_3), 0] \]  \hspace{1cm} (23)

where \(\ln(1 + \gamma_B^D)\) and \(\ln(1 + \gamma_3)\) are the rates of the primary channels and eavesdropper channels, respectively. According to [26], (22) can be approximated as

\[
SOP \geq SOP_L^G = \Pr\{\gamma_B^D \leq \theta \gamma_3\} = \int_0^\infty F_{\gamma_B^D}(\theta \gamma_3) f_{\gamma_3}(\gamma) d\gamma \]  \hspace{1cm} (24)

A. SOP for Fixed Gain Relaying

Substituting (2) and (13) into (24), and using [18, eq. (7.813.1)], we can obtain \(SOP_L^G\) as

\[
SOP_L^G = 1 - \left( \frac{h_1}{H_1} \right)^{\mu_1} \sum_{n_1=1}^{\mu_1} \sum_{k_1=0}^{\mu_1-k_1-1} \sum_{l_1=0}^{1} \frac{A_{n_1}a_{n_1,1}a_{n_1,1,k_1}}{l_1!} \right]
\times \sum_{\beta=1}^{\mu_3} \frac{B_{\beta}A_{\beta}}{8\pi \gamma_2} \left( \frac{-\ln(1+\gamma_2)}{\psi(l_1+1, l_1+1; 1, A_{n_1,1})} \right)\]

\[
\times C_{G}^{\frac{1}{15}} \left( A_{n_1,1} \theta^{1+\alpha} \right)^{\frac{1+\alpha}{2} - j} \left( -1 \right)^{j+1} \left( A_{n_1,3} \theta + A_{n_1,3} \right)^{\frac{1+\alpha}{2} - 1} \]
\times \left[ \frac{\psi(4, 4, 3; 1) \psi(4, 4, 3; 1)}{\psi(4, 4, 3; 1)} \right]. \]

B. SOP for Variable Gain Relaying

Similarly, substituting (2) and (15) into (24) and using [18, eq. (3.351.3)] [18, eq. (7.813.1)], we have

\[
SOP_L^G = 1 + \sum_{n_1=1}^{\mu_1} \sum_{k_1=0}^{\mu_1-k_1-1} \sum_{l_1=0}^{1} \frac{A_{n_1}a_{n_1,1}a_{n_1,1,k_1}}{l_1!} \right]
\times \sum_{\beta=1}^{\mu_3} \frac{B_{\beta}A_{\beta}}{8\pi \gamma_2} \left( \frac{-\ln(1+\gamma_2)}{\psi(l_1+1, l_1+1; 1, A_{n_1,1})} \right)\]

\[
\times C_{G}^{\frac{1}{15}} \left( A_{n_1,1} \theta^{1+\alpha} \right)^{\frac{1+\alpha}{2} - j} \left( -1 \right)^{j+1} \left( A_{n_1,3} \theta + A_{n_1,3} \right)^{\frac{1+\alpha}{2} - 1} \]
\times \left[ \frac{\psi(4, 4, 3; 1) \psi(4, 4, 3; 1)}{\psi(4, 4, 3; 1)} \right]. \]

where \(z_4 = l_1 + j - \frac{\alpha+2}{4} - l_1 - \mu_3\).

V. NUMERICAL RESULTS

In this section, the numerical results are provided to demonstrate the secrecy performance of the mixed RF/FSO systems with fixed amplifying gain and variable-gain. The parameters are set to \(\rho = 1\), \(\Omega = 1\), \(C = 1\), \(R_s = 0.01\) nat/s, \(\eta_1 = \eta_2\) and \(\mu_1 = \mu_3\).
appear. Using the same parameters as Fig. 2, in Fig. 3 we plot the SOP versus $\gamma_2$ for both the fixed gain and variable gain relaying schemes with different values of $\beta$. Unlike the observations in Fig. 2, we can observe that zero floors happen for both schemes at high $\gamma_2$.

In Fig. 4, we plot the ASR versus $\gamma_1$ for the fixed gain and variable gain relaying schemes with different values of $\mu$. It is clearly shown that a small $\mu$ can obtain a high ASR at low $\gamma_1$. However, at high $\gamma_1$, the difference can be ignored. Using the same parameters as Fig. 4, in Fig. 5 we plot the ASR versus $\gamma_2$ for the fixed gain and variable gain relaying schemes with different values of $\mu$. Similar observations can be obtained.

VI. CONCLUSIONS

In this correspondence, we have studied the secrecy performance of MRFFSO communication systems for both fixed gain and variable gain schemes over generalized fading channels. Result show that increasing the value of $\beta$ can obtain better secrecy performance. In the future, we will consider the secrecy performance of Unmanned Aerial Vehicle (UAV)-based RF/FSO communication systems.
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